
Share updated information about the reality
in alternative spaces. 
To know the concerns of the community in
order to investigate and share them. 
Disseminate information that clarifies doubts
about myths and eliminates misinformation. 

Loss of information by hacking the cloud storage. 
Email vulnerability by hacking or unauthorized
intrusion. 
Loss of passwords by forgetting or identity theft. 

Phishing attempts. 

Perú

Oscar

Journalist

Journalist who works daily covering political,
social and economic incidents. In times of
pandemic, he has visited hospitals, medical
centers, crowded places, to tell how they have
faced the COVID. He has had to implement
protective measures for his healthcare. He has
increased his workload. 

He uses social networks for sharing information, such
as Facebook, Twitter, Instagram, and others. It also
uses Wordpress for the administration of web pages.
He also uses audio and video editing software. He has
not security strategies, he has updated his operating
system and has a good antivirus. He uses the same
passwords for his services, but with different
combinations. He connects to public networks, where
there is no coverage to use mobile data. 

Have concerns about how to implement
digital security protection measures. 
Have dedicated devices for work. 
Doubt all devices. 

What websites can be malicious for PCs?
Who collects our data?
How do I know if my Operating System is
secure?

Hashtags - #seguridaddigital 
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